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Impacts

	Affects:
	UICC apps
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	AN
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	Others (specify)

	Yes
	
	X
	
	X
	

	No
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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a … 
	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	 


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	780004
	FS_LUCIA: Study on a Layer for User Centric Identifiers and Authentication
	Predecessor study 


3
Justification

GSMA Identity and Access Management Task Force has studied, based on NGMN input, opportunities for operators to evolve their AAA systems to offer added value to their customers and other entities (e.g. IoT service providers) and to play the role of identity enablers. Their findings were published in the whitepaper “Identity and Access Management Requirements, Version 1.0, 13 November 2017”.

Based on this 3GPP SA1 has done a study on a Layer for User Centric Identifiers and Authentication (FS_LUCIA) in TR 22.904 to investigate potential use cases and their impact on a 3GPP system as well to derive potential requirements resulting from these use cases. 
It is proposed to carry over the findings from the study into normative work. 

4
Objective

The goal of this work is to introduce normative requirements for an optional, user-centric authentication layer on top of the existing subscription authentication, supporting various authentication mechanisms and interactions with external authentication systems as well as a degree of confidence (i.e. a value that allows differentiated service policies depending on the reliability of the user identifier). 

The new authentication layer shall not replace existing subscription credentials. The security and privacy of subscriber or end user data shall not be compromised.
The requirements enable to provide user identities to human users, applications and devices. These can be used within the 3GPP system e.g. to provide customized services, access to services or network slices and enhanced charging. The identities can also be provided to external entities e.g. to enable authentication for systems and services outside 3GPP.  

5
Expected Output and Time scale

	New specifications

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	
	
	
	
	
	


	Impacted existing TS/TR

	TS/TR No.
	Description of change 
	Target completion plenary#

	22.101
	CR to introduce a new clause to cover the service requirements as identified and consolidated in the study
	TSG#81 (Sept. 2018)

	22.115
	CR to introduce the charging requirements as identified and consolidated in the study
	TSG#81 (Sept. 2018)


6
Work item Rapporteur(s)
Bischinger, Kurt; Deutsche Telekom; kurt.bischinger@t-mobile.at
7
Work item leadership

SA1 
8
Aspects that involve other WGs
 None
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Supporting Individual Members
	Supporting IM name

	AT&T

	Deutsche Telekom

	Gemalto

	Idemia

	Interdigital

	KDDI

	Nokia

	Siemens

	Telecom Italia

	Verizon UK

	Vodafone


